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Main idea of the paper:

In this paper, the authors introduced a LDAP proxy between client and serve to enhance the security of LDAP directory service. When the client wants to write something on the directory, the proxy encrypts the data for the client and stored them on the server, and when the client wants to read some sensitive data from the server, the proxy got the encrypted data form the server and sends the decrypted information to client. 
Comments:

1: While it doesn’t add any software to both the client and server, the using of a third party may cause more security problems, obviously, the authors didn’t consider this in their work. 
2: The proxy’s work is just encrypting and decrypting data for the clients, it doesn’t make any contribution to resist ‘dedicated administrator attacks’ but cause a problem that the encrypted information can’t be shared by other entities except the owner.
3: The format of the paper isn’t uniform and standard. The organization and presentation of this paper need to be improved. I feel hard to understand it.
Practical application of a Security Management Maturity Model for SMEs Based on Predefined Schemas
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Main idea:
The authors proposed a security management maturity model for small and medium-sized enterprises, and applied it to actual case studies, the benefits are presented. Their work is of practical value.
